
The Office of Information Technology, in partnership with the Maine Emergency Management 
Agency, is leading an initiative to conduct a statewide cybersecurity assessment, develop 
a statewide cybersecurity plan, and create resources to educate stakeholders on the plan’s 
implementation. This project is funded through the Department of Homeland Security’s State 
and Local Cybersecurity Grant Program and supported by Tidal Basin Government Consulting.

MAINE CYBERSECURITY 

Project Objectives
1.	Develop and establish appropriate governance structures to 

improve capabilities to respond to cybersecurity incidents and 
ensure continuity of operations

2.	Understand their current cybersecurity posture and areas for 
improvement 

3.	Implement security protections commensurate with risk

4.	Ensure organization personnel are appropriately trained in 
cybersecurity

The goal of this 
project is to support 
Maine in its pursuit to 
become a ready and 
resilient state against 
current and future 
cybersecurity threats.

Plan of Action
Project success requires input from statewide partners, including state agencies, counties, municipalities      
and school districts. These partners will be contacted directly with specific information requests to inform the 
assessment and plan and to identify opportunities for future investments and resource development.

Project Team
The Project Team includes a cross-section of rural and suburban 
representatives from the following disciplines: 
 
 
 
 
 
 
 
 
  

Contact Information
For more information, contact 
slcybersecurity.grant@
maine.gov 
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•	 State, county, and local 
governments

•	 Public education
•	 Public health
•	 Public safety

•	 Emergency communications
•	 Election infrastructure
•	 The judicial system
•	 Public critical infrastructure
•	 National Guard


