Theme 3 PHI October 4th Meeting 

Colin: Today we will get through policy considerations and barriers.
Bottom Line Agreement of Group:  If PHI is deidentified there is no issue with exchange.   Even if PHI, the data can be exchanged if for treatment (and in some cases payments and operations).   So the question could be posed as under what types of systems (MHDO, the HIN HIE) are the data considered as deidentifiable as that term is used in HIPAA (and other laws).  Since MHDO is not a covered entity/business associate under HIPAA, there is not a HIPAA concern about the PHI data going to MHDO.        
Coalition:  If payers can send claims data information to MHDO, why can’t HIN send clinical data to MHDO.   
Dev:  We haven’t had a public discussion about, HIN sending clinical data to MHDO.   
  
Josh:  That’s what we are doing now.   The availability of a database that has both administrative (claims  and clinical data.  
Poppy:  We need to talk about the social imperative of identified information (PHI).

Coal:  Under what circumstances would we recommend that information (claims and clinical) coming into  going out of MHDO would be identifiable (deidentified is already disclosed/exposed)?  

Tom  B:  When we talk about encryption, when it is encrypted and it goes to another entity which can identify it,  that may not be a problem if it is going from the entity to the provider who falls under the TPO.  The provider is treating the patient.  

Poppy:  We need to know when would we consider release.  Wouldn’t we want to do that before we talk about when we would release it. 

Discussion ensued on social imperatives, opt options (Coalition:   Why would we have opt-out?)  

Poppy:  I think that the founders of HIPAA never thought of E H Rs.  We need to revisit and carefully think about all of the issues surrounding the dissemination of electric health records.  

Josh:  It is out respect for that, that we are having this subcommittee. 

Colin:  All of this discussion is good yet we are 1 hour and 15 minutes into this meeting and have not reached any substantive ideas for proceeding. 

Jim H: Currently, On-Point gets encrypted data from MHDO and then encrypted a second time by On-Point and then sent back to MHDO.   States get identified information and add an individual patient number with a two way encryption model.   We could improve things substantially  by doing this with the MHDO claims data and could include clinical data because Maine’s model is outdated.    

Dev:  I do agree that this model provides a societal imperative.  Currently MHDO does not have longitudinal capability.  The State could build a master patient index.   One of the problems we have today in Maine, is the multitude of information technology systems—Corrections, DHHS, and even MHDO.  Is there added value in coordinating all government services.   This may be a matching of the individual patient with all systems.   So no matter where the patient “went” the medical record would follow him/her. 

Colin:  Jim, you have introduced a really good model for a step approach.  Let’s introduce the ideas under a step approach. 

Colin:  We need to articulate via the recommendations, here is a step approach.  Where we show increased risks and benefits.   Here is where we are today and here is a step approach giving the risk and benefits.  

Josh:  Considering federal and state laws and policies and laws needing changes to increase access to PHI without diminishing privacy.      

Paul:  Could use a chain of trust model like HIPAA which would allow MHDO to have MOAs for protection.   
Jim:  Why don’t we divide into groups and make the public imperative for say, research, public health, etc. 

Paul:  Yes, for example in an epidemic the state has a police power to get PHI.  Level 1  -- lots of sticks PHI --  more disclosure  restrictions 

Colin/Dawn:  Dawn will develop framework.  Using LWG pyramid, develop levels of “exposure” including  technical  (encryption, etc.)  and type public health, research, etc.  And then what we wouldn’t be able to do if we stopped at that level.          

Agreed:  Colin and Dawn will work on grid with topics including Patient care, tpo, value based purchasing, and the like.     
-----------------------------------------------------------------------------------------------------------------------------------

Post meeting notes from Colin and Dawn:  

Context:  We agreed that we would focus our work on establishing “levels of exposure” required to expand the potential capabilities of the APCD, recognizing that its current construction results in limited use for some stakeholder groups.   In order to enable an expansion of uses (see below) beyond current state, it was discussed that we would likely need to make certain member/patient elements identifiable in the receipt, storage, and dissemination of APCD information.

Next Steps:

1. The Legal Work Group will complete the following:  Identify the “levels of exposure” associated with each incremental modification to encryption logic (permitting increasingly member/patient identifiable information or PHI).  I am envisioning a continuum that begins with current state and evolves all the way to an “open” data base.    At each level of exposure we should note the benefits and risks (i.e., inappropriate disclosure) associated with it.  My sense is that Jim and/or Dev would be able to help with any specific encryption technology details.  My hope is that we can specify the type of encryption associated with the “level of exposure”.   (note:  The LWG’s next meeting is Tuesday, October 16th .   Dawn will pose these questions to the LWG at that time and expects to report back to the LD 1818 Theme 3 at their meeting scheduled for later that same week.) 

2. With each “level of exposure” we agreed that we would “divide and conquer” in the development of a multi-pronged rationale or business case establishing what each incremental level would enable from a multi-stakeholder perspective.  This may also include the social imperative (public interest/benefits).   The areas identified included the following:

a. Public Health

b. Health Services Research

c. Patient Care/Clinical Care

d. Treatment-Payment-Operations (TPO)

e. Value-Based Purchasing

Again, each level of exposure will permit/enable varying degrees of the business case to be realized.  

