
 

 

K-12 Cybersecurity Risk Management 101 
Train-the-Trainer (TtT)  

 
An overview of basic strategies that enhance cybersecurity planning in a K-12 school setting 

The REMS TA Center is excited to offer the K-12 
Cybersecurity Risk Management 101 Train-the-
Trainer (TtT) training, created in partnership with 
the U.S. Department of Education’s Office of Safe 
and Supportive Schools (OSSS). This training is 
designed to provide educators and school staff with 
a better understanding of how to plan for cyber 
threats. 

TRAINING DESCRIPTION 

Learn how school computer networks and systems 
are vulnerable to cyber threats and how to prepare 
for and manage them. During the spring of 2022, 33 
percent of public schools offered full-time remote 
instruction, and in June 2022, 10 percent of public 
schools offered hybrid instruction to students, 
according to the National Center for Education 
Statistics. As remote and hybrid instruction increase, 
and technology systems become more integrated, 
school leaders must be aware of cybersecurity risks 
and the strategies that enhance cybersecurity 
planning. This training covers how to develop a  

 

cyber incident response plan and how it can be 
integrated into school emergency operations plans 
(EOPs) via a Cyber Annex. 

By the end of the training, participants will be 
equipped to enact K-12 Cybersecurity Risk 
Management within the five defined mission areas 
(Prevention, Protection, Mitigation, Response, and 
Recovery) before, during, and after an incident. 
 

WHO SHOULD ATTEND? 

The intended audiences for this training are school 
and school district administrators, educators, and 
staff; information technology staff; and members of 
an EOP planning team. This training is also 
applicable for regional and state-level entities who 
support schools with technology management, and 
other community partners. 

Training Objectives 

The aim of this training is to help participants be able to: 

 Understand common cyber threats facing K-12 schools 

and school districts; 

 Discuss case studies that explain the steps educational 

leaders must take to support cyber resilience;  

 Review tested prevention, response, and recovery 

strategies that can be used by their agency to help 

ensure cybersecurity; and 

 Identify key cyber partners for developing policies and 

procedures 

TRAINING DETAILS 

When:     Thursday, April 4, 2024 

Time:      10:00 a.m. to 1:00 p.m. ET 

Cost:       NO CHARGE 

Register for this training session online at:  

https://seiservices.zoom.us/meeting/register/tZMt
cOmrrjovHdD0PT2C4fK4fwiCzztFBbYT#/registration  

Registration for this event closes on  
Tuesday, April 2, 2024 at 5:00 p.m. (ET). 

 

 

 

 

https://nces.ed.gov/fastfacts/display.asp?id=372#PK12-enrollment
https://nces.ed.gov/fastfacts/display.asp?id=372#PK12-enrollment
https://rems.ed.gov/guidek12.aspx
https://seiservices.zoom.us/meeting/register/tZMtcOmrrjovHdD0PT2C4fK4fwiCzztFBbYT#/registration
https://seiservices.zoom.us/meeting/register/tZMtcOmrrjovHdD0PT2C4fK4fwiCzztFBbYT#/registration

