Using Internet Explorer versions 8 & 9, or 11 with CVR

1. Go to CVR Login page. Highlight the address at the top (one way to do this is to click on the
address to highlight it and then hold the Control key down and click on C to copy).
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2. Click on the Tools menu and then Internet Options.
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3. When Internet Options opens, click on the Security Tab. Click on Trusted Sites and then
click on the Sites button.

pere o,

P —
| Generfl | Security |I’rivacy I Content I Connections. | Programs | Advanced|
——

1®

Internet Loml intran rusted i B Restricted
sites

Select @ zone to view or chang

Trusted sites

This zone contains websites that you
trust not to damage your computer or
your files,

‘You have websites in this zone.

Security level for this zone
Allowed levels for this zone: Al
Medium
- Prompts before downloading potentially unsafe
- content

- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode {requires restarting Internet Explorer)

[ Custom level... ][ Default level ]

[ Reset all zones to default level ]

@ Some setlings are managed by your system administrator,

[ 0K ] [ Cancel Apply

4. Paste the CVR address in the “Add this website to the zone:” box and click the Add button.
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You can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:
https:/favew. cvr.sos.maine.gov/ElectioMet/jsp/Log

Websites:

* androscogaindeeds. com Remove
* anywarenetworks.com
* bidx.com
* dtims.net
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Require server verification (hitps:) for all sites in this zone




5. With “Trusted sites” still highlighted, click on the Custom Level button.
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[~ Enable Prat de (requires restarting Internet Explorer)

Custom level...

Reset all zones to default level

Default level

@ Some settings are managed by your system administrator,

[ OK ] [ Cancel Apply

6. Scroll down to the Miscellaneous category and then find “ Display mixed content”.
Click on Enable.
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7. Scroll down just a few statements to “Include local directory path when uploading files
to a server”, click on Enable, and then click on OK.

Settings

|| Drag and drop or copy and paste files
(7) Disable
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©) Prompt
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*Takes effect after you restart Internet Explorer

Reset custom settings
Resetto: [ Medium (default)

8. With Trusted Sites still highlighted, uncheck the Enable Protected Mode box, and click on
Apply.
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@ Some settings are managed by your system administrator.

[ Ok ] [ Cancel Apply




9. Now click on Internet and make sure the Enable Protected Mode box is checked.
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Select a zone to view or change security settings.

Localintranet  Trusted sites  Restricted
sites

Internet

This zone is for Internet websites,
except those listed in trusted and
restricted zones.

Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
[ - Prompts before downloading potentially unsafe
content
- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode {requires restarting Internet Explorer)
Custom level... Default level

Reset all zones to default level

@ Some settings are managed by your system administrator.
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10. With Internet highlighted, click on Custom level and follow steps 7 and 8 above to
enable “Display Mixed Content” and “Include local directory path when uploading files to a
server”.

11. Click on the “General” tab of Internet Options, go to the Browsing History section, and click
on Settings: . .
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Home page

’ Use current ][ Use default ” Use blank,

Browsing history

] ’/I_I Delete temporary files, histary, cookies, saved passwords,
) and web form information,

[] Delete brawsing histary on exit

Delete. .. ] [ Settings ]

Search

p Change search defaults, Settings
Tabs

B | Change how webpages are displayed in Settings
— kabs.,
Appearance

[ Colars ] [ Languages ] [ Fants ] [ accessibility ]

[ OF, J[ Cancel ] Apphy




12. On the Temporary Internet Files and History Settings screen, make sure that the option
“Every time | visit the webpage” is selected under Check for newer versions of stored pages:
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Temporary Inkernet Files

Internet Explorer stores copies of webpages, images, and media
For Faster viewing later.

Check For newer versions of stored pages:

| (=1Ewvery time I visit the webpage |
{:} Ewery time I stark Internet Explarer
() Aukomatically

'D' MNewver

Disk space to use (8-1024MB) 50
{Recommended: S0-250ME)

Current location:
C:\Documents and Settingsitina.meansiLocal Settings) Temporary
Internet Files!,

[ Maove Folder, .. ][ Wiew objects ][ View Files ]

Hiskory

Specify how many davs Inkernet Explorer should save the lisk
of websites vou have visited.

Days ko keep pages in histary: 20

o] 4 ] [ Cancel

If you are using Internet Explorer 8 or 9, you are done. If you are using
Internet Explorer 11, the steps on the next page are necessary.



Compatibility View setting for IE 11

e On any webpage, go to “Tools” (it will either be written out or you’ll have an icon), and
select Compatability View Settings.
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e |f maine.gov does not automatically show up under “Add this website”, then type it in.
Click the Add button, and then close out of the window.
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Q ‘ou can add and remove websites to be displaved in
m Compatibility View,

add this website:
|

‘Websites you've added to Compatibility Wiew:

Include updated website lists From Microsoft
Display inkranet sites in Campatibility Yiew
[ bisplay all websites in Compatibility Yiew

Close

If you need assistance, call the CVR Helpdesk line at 1-877-HAVAHLP (1-877-428-2457).



