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Testimony regarding Public Law 2009, Charter 230 (LD 1183)
“An Act to Prevent Prediatory Marketing Practices Against Minors

Regarding Data Concerning Health Care Issues”
October 8, 2009

Senator Bliss, Chairman Priest, and other distinguished members of the Joint Standing
Committee on Judiciary. My name is Ann Woloson. Iam the Executive Director of
Prescription Policy Choices, a nonprofit, nonpartisan public policy organization with the
goal of improving access to safe, effective and affordable medicine in the US. [ live in
Belgrade, Maine and am the mother of 2 children, one 16 year old girl and one 11 year
old girl.

Itestified in support of LD 1183 last April because as both a health care policy analyst,
and as a parent of two children, I am very concerned about marketing practices targeted
at kids, particularly technological marketing strategies being used by the pharmaceutical
industry to boost prescription drug and other product sales. These “marketing strategies”
include the collection of personal information from minors, that will likely be used,
shared, sold, and “data-mined” in an attempt to sell products. While federal law provides
some protection from the these activities for kids under the age of 13, I believe the state
of Maine has a strong interest in protecting teenagers older than 13 from unscrupulous
activity; especially given the extraordinary advancements made in technolo gy over a
relatively short period of time and the lack of current law at both the state and federal
level regulating these activities.

I want to be clear my support of the legislation was in no way an attempt at limiting first
amendment rights which refer to personal speech; which I believe is different than
commercial speech, which others are likely to speak about today. Rather, my support
stemmed from the enormous need to protect our kids, especially teenagers who are
spending more time on-line and are more likely to take risks, including participating in
the unscrupulous collection of personal information via technology. Let me clear this is
happening, and the information that is collected to target and promote drugs to kids,
jeopardizes the health, safety and welfare of not only my kids, but most other kids who
have access to computers at home, or are provided them through schools, and who are
spending more and more time on line. Whether a child is 13 or 16, it is clear most don’t
have the mental screening process needed, to determine what information should not be
given out online. Nor do they have an understanding of how that information may be
used, shared, sold, etc.

['urge you as policymakers, who have the responsibility and ability to protect the health,
safety and welfare of children in Maine, to work toward striking a balance — that is to
protect the interests those who have a real reason to be concerned about the first
amendment, while also preserving the state’s interest in protecting children and teenagers
from the risks associated with online predatory marketing practices. Please be diligent in
your review of this legislation, and work to preserve the protections it provides to
Maine’s youth. :



As I indicated, in my testimony regarding the original bill, pharmaceutical industry trade
journals, including the Pharmaceutical Executive and the Pharmaceutical Representative
indicate a greater focus on broadening e-marketing efforts by the industry.

Online ads will amount to $30 billion in the US this year. Minors are frequent targets of
these ads via social marketing sites like MySpace. Minors are targeted through other
means, as well. For example, the web site www.coollearnings.com sponsored by a
growth hormone manufacture, offered kids free MP3 downloads for answering a quiz
correctly. The site featured what my kids described as awesome “quiz” where those who
completed it, felt like they were sitting in a very nice movie theater, with cool lights,
fancy curtains, etc. The site offered free gifts, including backpacks, Iunch boxes, and art
back-packs, for completing a quiz and filling out an on-line form, which I attached to my
original testimony in April. I’ve brought the art backpack with me today that I received
as a result of filling out the form and answering questions on the site, including questions
about a child’s age, name, address, etc. The website is still up and running, but for some
reason, while the link to the free stuff is still on the site, it is not presently functioning.

There are unintentional consequences to these online marketing strategies where personal
information from kids is requested:

e Personal or health care related information collected, stored, and shared, is often
used over time for marketing purposes, beyond that which the person giving the
information believes it was going to be used for; and, if accessed by the wrong
entity, the information could be used for identify theft, etc. In fact, on its web
site on how to prevent identity theft, the Federal Trade Commission discourages
online users from responding to Popup Ads and providing personal information
via the internet. ’

e Children can unknowmgly be steered toward certain drugs that are unnecessary,
less safe, are more expensive and no more effective other products on the market;
some of which may pose other health related problems, throughout their lives.

Some examples include:

NuvaRing, a birth control devise which is inserted into the body and needs to be replaced
on about a monthly basis. Pop-up ads on the internet and MySpace link viewers to a
website with forms requesting name, address, email address, etc to access $15 discount
coupons. Another page encourages you to “Sign up for your Daily Horoscope”, also
asking for your name and email. Finally, another page asks you to give the name and
email of a friend.

While I have no problems with teens accessing birth control, I do worry about kids who
give drug companies their personal information over the internet that is in turn used to
market its products; products which may have unknown side effects or pose additional
risks - in this example, no protection from sexually transmitted disease(s). While there
are some who may take the next step in learning more about the risks of new drugs
marketed to them on-line, kids are less like to do so, especially since the risks are often
complex, difficult to understand and provided in a format not considered to be “consumer
friendly”. I've attached a copy of the manufacturer’s Full Product Information sheet that
is included on the Nuvo’s website. It is 6 pages long and in very tiny print. While an



abbreviated format is included on the website, the most dangerous risks (including
information associated with those who smoke) appear at the bottom of a very long
webpage, after minor side effects are described.

The point I trying to make is teens who provide their personal information to drug
companies over the internet, will be marketed to... and what might look interesting to
them at face value; could pose substantial risks to them, unknowingly, after it’s too late

Another web site, promoting Differin, an acne cream, offers a “down loadable” rebate for
$35... but a form needs to be completed first which requires name, address, date of birth,
email, etc. [ believe the company could just provide the rebate coupon without asking
for the teen’s information. The company will likely tell you the information is needed in
case there is a recall, etc. But, the patient’s doctor, and/or pharmacy, knows exactly who
has the prescription and/or product, and could casily be used to contact patients for safety
recalls, etc. The drug companies clearly are asking for the information to help them
target their marketing, in this case to kids.

Finally, I want to remind you about the Justice Department’s recent announcement
regarding the $2.3 billion settlement with pharmaceutical giant Pfizer Inc., the largest
health care fraud settlement in history. The case represents the industry’s blatant interests
in prioritizing profits over patient safety, including its relentless strategies to target
children. The recent settlements with Pfizer included allegations of inappropriate
marketing of certain drugs, including antipsychotic medications to kids for uses not
approved by the FDA. I’'m mentioning it because an FDA panel recently recommended a
drug, along with two others, which was the focus of one of the settlements, be approved
for use in kids, even though these drugs are associated with serious, lifetime side effects,
including substantial weight gain, high blood pressure and diabetes. The panel which
OKed the drugs for use in kids was divided (8 in favor, 9 abstaining, 1 against), with
voting in favor far from unanimous. Reasons given by some panel members for
abstaining from voting included the short amount of time given to clinical studies related
to children and concerns about the serious side effects previously mentioned. While the
FDA does not have to accept panel recommendations, the agency usually does.

I am mentioning this because once these drugs are approved, they will be heavily
marketed. And while I believe it is true that kids with severe mental health diagnosis’
may benefit from these drugs, there are many others for whom the drugs will be marketed
to, who do not need the drugs, who will undoubtedly suffer serious, lifetime illnesses as a
result of taking them. There is no question these drugs will be marketed over the internet.

We tell our kids not to talk to strangers in person and on the internet. We remind them
daily not to give information about themselves that can be used for the wrong reason, that
could put them in danger, etc. On-line marketing to kids, which goes beyond promoting
health care products by asking kids to give their personal information via the internet, is a
problem. You are in a position to do something about it. As a parent of 2 children who
are bombarded by ads via the internet every day, I ask you to please do so. Thank you.
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FIGHTING BACK AGAINST IDENTITY THEFT
COMMON WAYS ID THEFT HAPPENS:

Skilled identity thieves use a variety of methods to steal your personal information, including:

1. Dumpster Diving. They rummage through trash looking for bills or other paper with your personal information on it.

2. Skimming. They steal credit/debit card numbers by using a special storage device when processing your card.

3. Phishing. They pretend to be financial institutions or companies and send Spam or pop-up messages to get you to
reveal your personal information.

4. Changing Your Address. They divert your billing statements to another location by completing a “change of address"

form.

5. "Old-Fashioned" Stealing. They steal wallets and purses; mail, including bank and credit card statements; pre-
approved credit offers; and new checks or tax information. They steal personnel records from their employers, or bribe
employees who have access.

DETER

Identity theft is a serious crime. It occurs when your personai information is stolen and used without your knowledge
to commit fraud or other crimes. Identity theft can cost you time and money. It can destroy your credit and ruin your
good name. .

Deter identity thieves by safeguarding your information.

= Shred financial documents and paperwork with personal information before you discard them.

= Protect your Social Security number. Don't carry your Social Security card in your wallet or write your Social Security
number on a check. Give it out only if absolutely necessary or ask to use another identifier.

) ~ Don't give out personal information on the phone, through the mail, or over the Internet unless you know who you are
dealing with.

= Never click on links sent in unsolicited emails; instead, type in a web address you know. Use firewalls, anti-spyware,
and anti-virus software to protect your home computer; keep them up-to-date. Visit OnGuardOnline.gov for more
information.

= Don't use an obvious password like your birth date, your mother's maiden name, or the last four digits of your Social
Security number.

= Keep your personal information in a secure place at home, especially if you have roommates, employ outside help, or
are having work done in your house.

DETECT
Detect suspicious activity by routinely monitoring your financial accounts and billing statements.
Be alert to signs that require immediate attention:

= Bills that do not arrive as expected

= Unexpected credit cards or account statements

= Denials of credit for no apparent reason

= Calls or letters about purchases you did not make
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http://www.ftc.gov/bep/edu/pubs/consumer/idtheft/idt01 .shtm
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About easypod’

)
easypod resource center
. *
About Saizen
. » sy .
Saizen” Prescribing Information

Contact Us

Talk to your healthcare professional
about Saizen” and easypod”.
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Saizen" [somatropin (rDNA origin) for injection| is indicated for the treatment of children with growth failure due to
growth hormone deficiency and in aduits with growth hormone deficiency.

L . N N n N P . N "
Saizen is contraindicated in patients with a known hypersensitivity to growth hormons, diabetic retinopathy, acute
critical iliness in the presence of active malignancy, and in patients with Prader-Willi syndrome who are severely
obese or have severe respiratory impairment,

Saizen” should be used with caution in patients with insulin resistance, glucose intolerance, diabetes,
hypothyroidism, intracranial hypertension, and in women who are pregnant or nursing. Although infrequent,
defivery site reactions may occur.

This Web site contains medical information intended for residents of the United States only,

This site was developed by EMD Serono, Inc. (emdserang.com) to educate patients and interested heaithcare
professionals about easypod” and Saizen” treatment for growth hormone deficiency.
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http://www.saizenus.com/
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NUVARING®
(etonogestrelfething estradiol vaginel ring)

delivers 0.120 mg/0.015 g per day

Home
About NuvaRing®
How Does It Work?

How Do | Use it?

Possible Side Effects and Risks

Who Should Not Use NuvaRing®?

Compare NuvaRing® to Other Birth
Control

Starting NuvaRing®

How to Begin Using NuvaRing®

What Should | Avoid?

What Women Are Saying

Common Questions

Talking to Your Doctor

Print a Coupon

NuvaRing® Support

Download a NuvaRing® Timer

Sign Up for Your Daily Horoscope

youre-mail

httne//arxrar mirvrarineg rnm/anncsimman/alalaal fo a2 dce e

Learn more about NuvaRing®: call 1-877-NUVARING (1 -877«688-2746)

Sign Up for Savings and Additional
Information

Get 4 instant savings coupons for prescription NuvaRing®, each worth up to
$15

Sign up today and you can immediately download your first coupon to instantly SAVE up to $15 on
NuvaRing® prescriptions when you pick it up at your pharmacy. PLUS you can receive more

-

=

important terms and conditions.

r——/ “Required fields, answers must be provided.

* L would like to receive savings offers and additional information about
NuvaRing® and other birth control options from Schering-Plough.

) ves (O No

* Has your doctor already prescribed NuvaRing® for you?

) Yes ) No

* E-mail Address:
* First Name:

* Last Name:
Street Address:
City:

State: -- Select --

Zip Code:
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Take Charge of Your Acne - Differin.com Acne Treatment & Medicine Page 1 of 1

About Acne s About Differin® : Success Stories . Download a Rebste Find a Dermatologist : search
teans adults parents
Geta Rebate for Differin® (adapa!ene) 0.3% Already registerad? if so, pleasa verity your email lo receive your rebate,

GET YOUR FREE* TRIAL in 3 Easy Steps

Take Charge of your Acne TODAY and Get a $35 Rebate for

Differin® 0.3%! * First Name
* Last Name
* Address 1
3 Easy Steps for $35 off: Addrass 2
1. Compiete the form below and submit - City
2. Check your inbox for an email from Differin®. print the rebate coupon and - State
fill your Differin® 0,3% prescription, Zio
v Zi
3. Mail the rebate coupon and your original dated pharmacy receipt and you Email
* Email
will receive your refund check.
* Verify Emait
Talk to your Dermatologist or other physician about Differin® 0.3%. i your doctor date of birth . 4 .
* Gender L iNale | Female

prescribes Differin® 0.3% for you, this rebate will help you save your cash!

i would like to be contacled about special promaotions and
*With the $35 Rebate and prescription insurance caverage, your communications about Differin® products from Galderma.
Differin® 0.3% prescription could be FREE!

Galderma is committed to protecting and safeguarding your privacy. To better
understand how we use the data you provide from this site, please read our
Privacy Policy, We will not seit your information, and you will not receive

anything from us that you have not agreed to receive.

i

tome { GontactUs | Legal | importantSafety information ! Stemap

€2009 G; A Lahoratories, L2, Linited States, An Righis Reserved, All irademarks are the nroperty of fheir respective owners Tiis site intended for U.S. audiences only.
Informetion in this websits is not intended as medical advice Talk ta your dector sbout medical Conoems

Important Safety Information

s difer in frequency depending on the tormutation used of Differin®
caling, dryness and/or stingingrbuming may oceur, but should be
m using Differn™ Gel 0 3% include skin discomfor., prusitus and

1 OCCur Thess side effe:
38 irmitation ke redn
flects that may aseur fr

Duting treatment with Differin® 0.1% dryness, e ytheraa, buming or prusitug o
0.1% (cream vs. geb. Dusing treatment with Differn® Gat 0.3% signs of cut,
mild or maderate, oceur early in tieatment and decrease thereafier. Olher sile
sunburn,

Concomitant use of potentially rritating produnts or ovarexposure Lo sunlight or suntamps, extreme wind or cold may increase the potential for irritation fram both product
concentrations. Use of sunscreen and protective clothing is recommended,

You are encouraged to report nagative side effects of prescription drugs to the FDA. Log on to www.fda.govMedwaish or call 1-800-FDA- 1088
Please see Important Safety information
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