	I.  From first meeting:  Broad Questions for LWG Consideration 
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	1. What is the definition of a state designated health information exchange and how is it different from 

  a health information exchange?

	a. What are the qualifications of a SDHIE? How are qualifications determined?
	
	
	
	
	

	b. Organizational structure and governance requirements?
	
	
	
	
	
	
	

	c. Who assigns the designation?
	
	
	
	
	
	
	
	
	

	d. What is the process of designation?
	
	
	
	
	
	
	
	
	

	e. What is the duration of designation?
	
	
	
	
	
	
	
	
	

	f. How many SDHIE’s can there be in the state of Maine?
	
	
	
	
	
	
	

	g. What are the responsibilities of a SDHIE?
	
	
	
	
	
	
	

	                                          i.    i.e. support of public health 
	
	
	
	
	
	

	h. What are the privileges of the SDHIE
	
	
	
	
	
	
	
	
	

	                                          i.    Exclusivity of state government exchange of health data?
	
	
	
	

	i. What are the oversight requirements of a SDHIE by the authorizing department/agency?
	
	
	
	


II. Thoughts from Paul G. 9/18/12
I understand that tomorrow the Legal Workgroup will address the roles of both state designated and non-state designated health information exchanges in enhancing access to health information to stakeholders.  Tom and I met to review potential topics to address in this discussion.  As the Group has discussed previously, Maine law addresses only state designated HIEs and is silent regarding the sharing of individually identifiable health information through other health information exchanges.  22 M.R.S.A. §§1711-C(6) & (18) establish the legal requirements a state designated HIE must discharge.  Mental health and HIV information may be shared through a SDHIE, provided the individual has opted in, and provided the SDHIE provide an opt out mechanism as well.  In addition to being authorized to receive such information, the SDHIE in Maine also has been the recipient of ARRA HITECH funds, state funds, and private foundation support to build a statewide health information exchange network.  

In reviewing the legal basis for designation of HealthInfoNet as the State Designated HIE, I reviewed Governor Baldacci’s Executive Order of 4/1/10, which established the Office of State Coordinator for Health Information Technology.  I was unable to find any other EO which addressed HealthInfoNet as the SDHIE. Interestingly, the 4/1/10 Executive Order does not appear to be the legal instrument which formally designates HealthInfoNet as the SDHIE, although the Order does refer to HealthInfonet as the Maine State Designated Health Information Exchange.  It appears to me that the Baldacci Administration designated HIN as the SDHIE in its Health Information Technology Plan, and identified HIN as the health information exchange in Maine to receive federal HIT and meaningful use funding under HIPAA/HITECH.  

The question then, is whither non-state designated health information exchanges?  In my view, a serious question exists as to whether such entities are authorized to electronically exchange individually identifiable information, unless 22 M.R.S.A. §1711-C(6) is amended to authorize such activities.  Should a non state designated HIE demonstrate all the capabilities required of a SDHIE in 22 M.R.S.A. §1711-C?  At the outset, it appears that any HIE is, by definition, a business associate of the health providers or health plans which submit individually identifiable health information to it. Hence, under the HIPAA/HITECH amendments, a health information exchange is classified as a covered entity for purposes of the HIPAA Privacy Rule and Security Rule. Moreover, such a HIE is subject to the enhanced Breach Notification Rule of 45 CFR 164, Subpart D, 164.400-164.414.  From a privacy and security standpoint, I would not think it necessary for Maine to require additional privacy and security capabilities of such HIEs.  Rather, if the State decides to regulate HIEs by rule, it would be my recommendation that such HIEs demonstrate to the State they are compliant with all apposite HIPAA requirements.

The question then is whether the State should require HIEs to adhere to the requirements imposed upon a SDHIE in 22 M.R.S.A. §1711-C(6)(A) & 1711-C(18).  Since the Legislature has decided to impose a general opt out mechanism requirement upon an SDHIE, with opt in mechanisms for the sharing of mental health and HIV individual data, I think similar privacy protections should apply to HIEs as well.   Tom spent some time identifying pertinent considerations in the regulation of non state designated HIEs. His list includes:

· Opt-in/Opt out requirements

· Public education –and the content of public education materials

· Time period for processing opt out elections (for a SDHIE it is forty eight hours)

· No service denial in event consumer elects to opt out

· Availability of help-desk or other resources for additional information to assist consumers

· Whether to impose restrictions on fees to participate in HIE (Maine law prohibits a fee for SDHIE)

· Quality management/privacy and security plan/access of public to plans

· Audit requirements and public access to audit results

· Breach notification provisions

· Standardized data requirements

· Other reporting requirements

· State authority to approve forms/polices in execution of HIE/ state oversight

· Public health capabilities

I think it useful to consider statutory authorization for HIEs to exchange identifiable health information in Maine, subject to state regulatory oversight. It is advisable to establish broad areas of state oversight (privacy, security, privacy mechanism, approval of forms, policy on charging fees) and allow a specified state agency to provide oversight by means of rulemaking. Given the rapidly changing IT landscape, it makes sense to identify in statute broad areas of concern, and to delegate to an oversight agency specific authority to regulate.  

At this point, aside from public financial support, I do not readily perceive a substantive difference between a SDHIE and a HIE.  I would tend to defer to HIPAA/HITECH regarding privacy and security concerns, and focus state oversight on assuring robust opt/in and opt out mechanisms, allowing consumers access to their health information, and regulating unnecessary charges or expenses for the use of one’s health data in an HIE.

III.  Attachments 

1. LD 1331

2. LD 1337

3. Executive Order  

